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Figure 4a
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Figure 4b
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Figure 8

2585 56

4200 = SSH Connect

265 \
R

275 285
Parameter Value
Server Name The name of the Server to connect to ]
Domain Name The name of the Domain on which the Server resides |
Port The port to connect to
Terminal Type VT100, ANSI, TTY B
Rows 10..25 ]
Columns 10..80
295

\

R4200 = Request SSH Connect

266—

A
/76 286
Parameter Vande
Prompt The current command prompt
Result | The resulting output
6
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Figure 9
295 9

Sample Code:

R9000 = Get Key

Sample Message:
<H>2. 773N @#$% &M (*F&@</H>* MASHD!) Y $(% 1+ 1#F% A& ()% S+ F#% U # % Yol % HEOT

Note: <H>, </H> * = delimiters, and EOT = End Of Transmission

Header of Message: 285
<H>2 7A3M @Q#$%" & M *F&@</H>
A/
Parameter Value Possible Values
¥  client version 2.7 25,2627
275 encryption type 3 (1 =none, 2 =rc4, 3 = 3des)
WID ID |@#$% &M (*$&@  any valid WID listed

Note: the WID ID has been encrypted with a 256 bit Secret Key 603 that the Proxy can
use to read the WID 1D iocated within the header portion of the sample message.

Message Payload:
*MOLSHDD)%S(% 1+ % & ()% 3 SH % Y% H S Y Wi % HEOT

Note: the message payload has been encrypted with a different key, being
Communication Key 604 generated by using the WID ID and WID pass-phrase in a
communications key algorithm loaded on each of the WID and the proxy.

Using the WID pass-phrase that the proxy has tisted with the WID ID it has just recovered from
the header, the message payload:

A% SHN %S Y% 1+ 1#3% & () %S  $# % YoH 3% Yol Yol

decrypts to the following: 265

R / Reguest

9000 €« 255 Get Key (including all associated actions)
Value Parameter

0 Token 621 (0 reserves a position)
kevinsRimDevice WID 1D 601

12-06-2002 Date

14:50:23 Time

27 Software Version

105 Software Revision Number

1 WID Type

58745875 Integrity Checking Element (ICE)
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PROXY METHOD AND SYSTEM FOR
SECURE WIRELESS ADMINISTRATION OF
MANAGED ENTITIES

FIELD OF THE INVENTION

The present invention relates generally to wireless commu-
nication and particularly to remote access.

BACKGROUND OF THE INVENTION

Network administration services have become indispens-
able as businesses rely more heavily on Local Area Networks
(“LANs”) connected to the Internet to interact with their
customers and their employees. Personnel capable of deliv-
ering those services are therefore in high demand and have
accordingly become very expensive to maintain on staff.
Mobile personnel able to provide high quality network
administration services on a part-time basis, but on short
notice, to more than one business are therefore a desirable
resource when they are able to provide an essential service for
an acceptable price. Further, keeping mission critical techni-
cal infrastructure functioning correctly in times of a threat—
one example is where a threat to a building forces the evacu-
ation—all the critical systems and infrastructure are left
inside the building while the IT (information technology)
staff are outside—unable to take the actions necessary to
protect the network by performing administration functions
including locking down core systems and users.

Without dedicating costly office space either on or off-site,
orany other form of physical infrastructure that unnecessarily
restricts the location of operation of a service or the mobility
of'the personnel supply those services, wireless technologies
are a desirable means through which to deliver network
administration services. Unfortunately, conventional meth-
ods of wireless communication are insufficient (in both
capacity and security) for use administering networks such as
LANSs.

Known conventional technologies for administering net-
works wirelessly include those accessed through a web
browser, using a standard micro-browser client/application
running on any of a variety of PDAs (Personal Digital Assis-
tants), pagers, data capable cell phones or other Wireless
Input Devices (“WIDs”) to access a web-server connected to
the LAN or other network of managed entities whether in
hardware or in software (including: servers, routers, desk-
tops, modems, printers, switches, mainframes, serial or par-
allel devices, pagers, data capable phones, applications, ser-
vices, or processes). These traditional approaches take
advantage of existing infrastructure to provide an inexpensive
and flexible (i.e., client WIDs need not be prepared or have
client software loaded) way to access managed entities, but
disadvantageously increase the risk of unauthorized access to
the L AN through the web-server component of the service, a
risk that is not acceptable to many businesses.

Wireless Transport Layer Security (WTLS) is based on
Transport Layer Security (TLS) (similar to Secure Sockets
Layer, SSL)). WTLS was developed to address the problems
of mobile network devices, including: narrow bandwidth,
high latency environment, limited processing power and
memory capacity. TLS was modified to address the needs of
wireless users because radio networks do not provide end-to-
end security. TLS is a protocol that is the successor to SSL.
TLS has two layers: the TLS Record Protocol and the TLS
Handshake Protocol. The Handshake Protocol allows the
server and client to authenticate each other and to negotiate an
encryption algorithm and cryptographic keys before data are
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exchanged. The Record Protocol provides session security
using a particular method of encryption such as the Data
Encryption Standard (DES), but can be used without encryp-
tion. TLS and SSL are not generally interoperable, but TLS
can export for SSL.

Wireless Application Protocol (“WAP”) uses a specially
developed protocol stack to implement the part of the wireless
transmission from a WAP client device to a WAP Gateway.
The WAP architecture replaces the current web server tech-
nology for the portion of data communication between a
wireless device and the web server. A WAP Gateway imple-
ments the Internet protocol stack on behalf of the WAP client
device. Since TCP/IP is not used for communication between
the WAP client and the WAP Gateway, SSL or TLS could not
be used to implement the security. WTLS can sustain the low
bandwidth, high latency transport layer and is derived from
TLS by removing the overhead where possible without com-
promising security that makes the protocol suitable for the
wireless environment. Like TLS, WTLS operates on top of
the wireless transport layer also known as WDP, and below
the session layer known as WSP. However, WTLS runs on top
of'an unreliable datagram service, and not a reliable transport
protocol like TCP/IP, creating reliability concerns respecting
message exchanges across several WTLS operations. WTLS
also uses digital certificates to provide for server or client side
authentication, but due to the memory limitation of WAP
devices certain desirable attributes are omitted from the digi-
tal certificate specifications, including the Serial Number and
Issuer ID fields. A WAP Gateway is responsible for the trans-
lation of messages from one protocol to another. Just like it
encodes text based WML (Wireless Markup Language) con-
tent into binary WML format before sending it on its way on
the air, it has to decrypt TLS encoded messages, convert the
content into binary format, encrypt it using WTLS and then
send it on its way. The same happens when the message
arrives from the WAP device. It must be decrypted, decoded
and the resulting WML re-encrypted using TLS specifica-
tions and then forwarded to the applications server. Conse-
quently, the WAP Gateway sees all messages in clear text,
including messages intended to be confidential throughout
the transmission are exposed for a split second, and that is
what is known as the WAP Gap, which can be addressed by
setting up an internal WAP Gateway accessible only by users
of the application and configuring devices to use the new
gateway for access to WAP content. Although some WAP
devices support multiple gateway configurations, switching
between them as the users navigate from one application to
another is difficult. Most companies that deploy an end-to-
end secure solution require their users to carry phones with
pre-set gateway configurations and access to WAP applica-
tions hosted on their servers only. Despite the recent advent of
WARP v. 2.0, this is currently the only known way to ensure
end-to-end secure communications between a WAP device
and an application server.

The web protocol used to communicate between the web-
server and the micro-browser depends on the type of WID
deployed. Some WIDs are capable of handling HTML such
that they can be used for “direct access” to the web-server.
Other WIDs are designed or set up to handle the more com-
pact WML, such that, although their speed of operation is
higher, they must access the web-server through a WAP Gate-
way making them subject to the WAP gap. Some conventional
web-server implemented wireless services operate without
encryption, while others use generic forms of encryption such
as SSL or TLS, or deploy a third party VPN (Virtual Private
Network) security product to connect to the service to the
necessary web-server. FIG. 1 illustrates the prior art use of a
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wireless input device (“WID”) running a generic micro-
browser the output for which is in WTLS, communicating by
radio means, typically a cellular network, through an Internet
Authentication Services (“LAS”) Server that authenticates the
wireless user who is provided with access to the internet,
through a WAP gateway that must convert from WTLS to TLS
before transfer over the Internet, to a web-server that is rela-
tively exposed to attack because Port 80 remains “open” in
order for a web-server to be accessible round the clock for
requests from unknown sources, and by virtue of which so-
called crackers have a point of access to anything logically
connected to web-servers. Use of such system to provide
LAN Admin services is necessarily risky because the web-
server must have access to the LAN in order to pass Admin
instructions from a WID to any server on that LAN. It is
therefore desirable not to use a web-server for network
administration applications.

Proxy technology is well-known in the computing indus-
tries as a means to reduce the number of points of access by or
to a LAN from the Internet. For example, commonly, proxy
technologies are used as a “gateway” permitting client
devices that are “sealed off” from the Internet a trusted agent
that can access the Internet on their behalf, such gateway
often running with a firewall positioned as a barrier to crack-
ers. In the case of a proxy gateway the proxy technology has
been applied as a “stand-in” or “proxy” for the client. In
another example of a common use for proxy technology the
“proxy” is applied for a server wherein caches of files that are
popular are loaded onto a proxy server to fill requests for files
originally from a machine that may be slower or more expen-
sive to operate. In both cases, the true concept of proxy
technology is based on a machine that actually does some-
thing on behalf of another machine, unlike a router that
merely makes connections between end points permitting the
machines at those points to conduct their own affairs.

FIG. 2 illustrates the prior art use of an intermediate server
(as arouter) to eliminate the use of a web-server and the WAP
gap. However, even these newer technologies suffer a number
of disadvantages. For example, such newer conventional
means for wireless network admin rely on the generic, indus-
try standard SSH (Secure Shell) protocol and its security
layer SSL both of which are vulnerable to crackers. Further,
SSH is interpreted character by character, causing a large
volume of data transfer and work on the client WID interpret-
ing messages sent using the SSH protocol, neither of which is
desirable in the narrow-bandwidth, low-capacity world of
portable computing devices. Similarly, SSL can only run on
an SSL-enabled WID and requires that security operations (as
well as device management, and service functionality) be
performed by the managed entity (e.g., a server on the LAN
having business processes that it must run and that are thereby
already consuming processor power or other system
resources) running the SSH service. Consequently, even
though some conventional SSH technologies include a
machine intermediate the firewall and the LAN, that machine
is restricted to operate as a router rather than as a true proxy,
since its purpose (even though it may be implemented with
some gateway functionality) is to provide a single point of
entry through the firewall, eliminating the need for a different
port in the firewall to be opened for each managed entity
requiring access to WIDs outside the firewall.

Typically, an SSH-based client is installed on each WID for
communication with a machine that is not a web-server, but
which merely (like a router) forwards network administration
traffic without further processing, screening or handling—
directly to the managed entities. Disadvantageously, in order
to handle SSH-based traffic each managed entity must run an
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SSH service. The use of SSH to deliver operating system
(“OS”) level calls to each managed entity is very restrictive,
limiting the variety of operations that may be executed from
SSH without an additional soft agent to convert from and
enhance the older style command line interface of SSH. SSH
is also known as “Secure Shell”, a UNIX™ shell program for
providing secure encrypted communication between
untrusted hosts over an insecure network for the purpose of
logging into, and executing commands on a remote comput-
ing device. However, although SSH is available as a service
for Microsoft Windows® and UNIX™ servers, if the SSH
service is not running on the managed entity at the time access
by the WID is required, or the managed entity is not respond-
ing at all (e.g., the administrative service is required because
of'a runaway process, or an overloaded CPU), then there is no
way to communicate with the subject managed entity using
SSH.

SSH is a limited industry standard protocol requiring a
separate application to extend the number of commands that
may be executed and the administrative work that may be
performed when using it. Although the SSH Command Line
interface is very powerful, it is very keystroke oriented and
requires a highly-skilled operator to apply it eftectively, espe-
cially using the small keyboard and screen of a typical hand-
held WID. Although it is possible to write a program to run a
WMI (Microsoft Windows Management Instrumentation)
command within SSH and then use SSH to execute the pro-
gram on a managed entity, it is very difficult to do. For
standard admin applications that do not expose all function-
ality through the command line (e.g., accessing Microsoft
Windows’ mailboxes, rebooting a Microsoft Windows®
server) it is very awkward to use those applications via SSH.
Despite the fact that macros or batch files can be written to
reduce the typing required to execute a particular function,
those macros must also be stored on the WID and the man-
aged entity.

SSH is basically an encrypted version of TELNET, which
are the only ways to remotely access UNIX™ servers for
admin purposes—making them not only helpful, but also
necessary. Unfortunately, SSH is also an extremely danger-
ous service to leave running on a server since its expert user,
command line access design is very powerful and unforgiv-
ing—potentially allowing essential files to be deleted and
wiped from drives that may also be reformatted with no “user
friendly” warnings, backups, or means for recovery. Conse-
quently, many network administrators will not permit SSH
services to run on their networks and it is desirable to imple-
ment network administration without resort to SSH.

Disadvantageously, whenever the need to deliver these ser-
vices wirelessly arises, Telnet and SSH are very powerful
tools that can be misused to cause great disruption to the
network on which they run. Conventionally, in orderto access
Telnet/SSH remotely there are three options: 1) open a port in
the firewall for each managed entity, 2) use a server to act as
a router, or 3) open one port for one Telnet/SSH server and
have users Telnet/SSH from one server to another. In all 3
cases the security of the system relies on the strength of the
well-known, well-understood SSH model based on a simple
user ID and password. To enhance that conventional security
model: the firewall can be configured to allow access to the
Telnet/SSH port only via restricted IP (Internet Protocol)
addresses, or a VPN solution can be used to tunnel between a
remote location and the Telnet server. Many companies find
the firewall solution too restrictive and the VPN solution too
complex or costly. Consequently, there is a need for a solution
to securely deliver Telnet services remotely to a point behind
a firewall for a reasonable price.
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Authentication is the process of attempting to confirm
whether an entity (e.g., a device or a user) is, in fact, what or
who it has been declared to be. Authentication is commonly
done using identifier (e.g., user name) password combina-
tions, the knowledge of which is presumed to guarantee that
the user is authentic. Each user’s password is initially regis-
tered, providing a measure of verification. However pass-
words can thereafter be stolen, intercepted, accidentally
revealed, or forgotten. The more levels of authentication, the
higher the level of confidence that the entity successfully
providing all “keys” is authentic. Logically, authentication
precedes authorization although they may often appear to be
combined. Authorization is the process of confirming that an
entity has permission to do or have something, for example, to
give certain commands or to access to specific managed enti-
ties (e.g., servers) or files. A person of skill in the art would
understand that authorization may take place at any or all of
the network operating system (NOS), computer operating
system (OS), or application levels.

Typically authentication takes place without encryption,
the keys for which may be negotiated once the host confirms
the identity of the entity being authenticated. Typically
authentication is carried out for the user alone and not for the
device, which, in the context of mobile devices, has the dis-
advantage of permitting stolen devices to remain a threat
against which there is no direct protection. It is therefore
desirable to engage authentication means respecting mobile
input devices. A hardware element commonly referred to as a
“dongle” is one known means for uniquely identitying com-
puting devices.

Integrity, in terms of data and network security, is the
assurance that information has only been accessed or modi-
fied by persons authorized to do so. Common network admin-
istration measures to ensure data integrity include the use of
checksums to detect changes to file content.

The OSI or “Open Systems Interconnection” model com-
prises seven (7) specific functional layers, being: Application,
Presentation, Session, Transport, Network, Data Link and
Physical. Two of those layers (Session and Transport) are
particularly important to wireless network administrators
because it is at these layers that security problems arise when
using only the generic forms of processing, created for end
users (i.e., not Administrators) completing business transac-
tions, are misapplied in order to enjoy flexible access for an
Administrator’s tool. IP is considered to be at the Network
Layer, while TCP is at the Transport Layer. The higher level
Application, Presentation and Session Layers (where FTP/
SMTP/TELNET/SNMP/NFS/RPC run) combined are com-
monly referred to as the Process Layer, consequently FTP,
SMTP, and TELNET are said to “run over” TCP and IP.

Transport Control Protocol (“TCP”) has been designed to
be reliable, meaning that all (i.e., none missing) data packets
will arrive in sequence and error-free. Internet Protocol (“IP”)
has been designed to establish a “session” connecting remote
stations and to maintain that session until all of the required
data packets have been transferred. Although not all imple-
mentations of TCP/IP are alike, it is the use of a standard form
of TCP/IP that permits a wide range of networks to share
information regardless of the physical connection or hard-
ware involved. Despite the difference between “dialects” of
TCP/IP each dialect has a generic base that includes FTP
(file), SMTP (mail) and TELNET (for terminal emulation).
The combination TCP/IP is necessary to use the Internet to
move commands between a mobile client and a managed
entity—whether presentation is in HTML, WML, or through
a GUI, and whether security is achieved using generic SSL,
TLS, or WTLS, or through a security model—consequently,
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it is desirable to ensure that whatever is output by the WID is
in a form that requires minimal processing to “run over”
TCP/IP.

HTML and more recently XML are OSI Presentation
Layer languages including a full suite of formatting com-
mands recognized by generic browser clients for general use
on modern desktops and other powerful machines having
broadband access to the Internet. XML and WML are presen-
tation language options neither of which is necessary unless a
generic browser or microbrowser is involved in the system.

TLS is replacing SSL, in the OSI Transport Layer, as the
industry standard for encryption when using TCP/IP to move
packets securely across the Internet. Since most web content
development now contemplates broadband access, in order to
enhance performance on low-power, limited-capacity, nar-
rowband wireless devices, WAP has evolved as a subset of
rules permitting wireless devices to more efficiently access
such graphics-heavy content. WML (Wireless Markup Lan-
guage) is a set of Presentation Layer commands based on
XML and HTML, intended for use in specifying content (and
a scaled down user interface) for narrowband devices for
which reduced graphic content is appropriate. WTLS (Wire-
less Transport Layer Security) is the WAP variation on TLS
available for use as the Transport Layer standard for generic
security during the “wireless leg” of transmissions between a
client and a managed entity. However, WTLS is not required
for carrier dependent transmission to occur, which various
implementations of WDP achieve without encryption being
applied at the socket level. For example, a simple wireless
device sending public information not needing to be
encrypted could be used to send presentation instructions
written in HTML to a web-server for display. The characters
comprising the HTML would be processed for transmission
in accordance with the radio carrier’s particular radio net-
work (and WDP) on the other end of which radio network
they would be “de-processed” in preparation for uploading to
“run over” TCP/IP across the Internet, without security. In the
more common example of a sensitive message originating on
awireless device, characters written in WML (but they could
be in HTML) would be encrypted at the socket level (as
opposed to by the client application per se) using (generic)
WTLS and then also processed in accordance with the carri-
er’s particular radio network for transmission over the wire-
less portion of the journey to the message’s destination. Upon
reception at the radio carrier’s tower, the message must be
de-processed from the earlier radio network specific process-
ing—and then also decrypted from WTLS (for conversion to
TLS), since current technologies do not permit WTLS
encrypted packets to be sent over the Internet on TCP/IP.
Decryption from WTLS takes place on a WAP Gateway (typi-
cally supplied by an Internet carrier) that is inherently “pub-
lic” in nature. It is during the time between the decryption
from WTLS and re-encryption to TLS that a “gap” in security
occurs that has become known as the “WAP gap”. During the
interstitial period the characters in WML would sit in an
unencrypted form on the WAP Gateway exposed to so-called
“sniffers” or other tools used by crackers to “listen” to known
weak points in the Internet for subject matter of interest. Even
though TLS and WTLS are “strong encryption” options, nei-
ther of them is necessary if an alternate means of security has
been implemented to avoid the WAP gap. It is therefore desir-
able, particularly for network administration applications, to
transmit information and commands using a system that does
not rely on WTLS alone for security.

An application programming interface” (“API”) is the set
of calling conventions by which an application such as a
network administration client accesses the operating system
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(“OS”) and other services. There are currently three conven-
tional programming interfaces that permit network operators
to access Microsoft Windows® operating systems for the
purpose of providing administrative commands to managed
entities: WIN32, ADSI and WMI (CIM). Conventional
remote administration technology delivers commands (e.g.,
reboot), through a web-server, using these interfaces directly
to the managed entity that executes without further enquiry—
such that a risk of the unauthorized deliver of such commands
exists. A person of skill in the art would understand that
various of these may be implemented as a device driver rather
than a memory-resident program.

There are currently three main problems associated with
using wireless technology to remotely administer a comput-
ing network. First, the need to transmit signals through open
space creates a security problem because the signals are sus-
ceptible to interception. Second, the narrow bandwidth of
current input device technology (e.g., pagers, PDAs, phones)
makes data exchange slow. Third, the fragile connectivity of
current radio communication networks makes data exchange
unreliable. Both slow and unreliable data exchange are severe
practical limits on the administrative services deliverable.

To reduce the amount of data being transferred between a
WID and its server, one conventional approach is to store
more (LAN) information on the WID, which disadvanta-
geously creates a serious security risk to the LAN in the event
that the highly-portable WID is stolen. It is therefore desir-
ableto provide a solution that requires neither extensive trans-
fers nor the storage of LAN data.

Conventionally authentication takes place without encryp-
tion, the keys for which may be negotiated once the host
confirms the identity of the entity being authenticated.
Authentication is also carried out for the user alone and not
for the device, which in the context of mobile devices has the
disadvantage of permitting stolen devices to remain a threat
against which there is no direct protection. It is therefore
desirable to engage authentication means respecting the
mobile input devices as well.

The prior art respecting the wireless administration of net-
works has concentrated on teaching variations on the appli-
cation of generic access and security technologies.

SUMMARY OF THE INVENTION

The system aspect of the present invention avoids the use of
a web-server and generic security to access a LAN, instead
using a Message Processor that operates as a true proxy
device to pre-process all command traffic, achieving several
advantages. Said system is further enhanced by combining
the foregoing novel method of using a proxy with a novel
security model and a novel messaging protocol for the secure
Wireless Administration of managed entities, including the
novel secure delivery of TELNET services across the Internet
and behind a firewall.

The method aspect of the present invention uses a soft
client installed on each WID for communication with a proxy
server (avoiding the high-risk use of a web-server) that is used
to screen and otherwise pre-process all encoded traffic from
each WID.

Advantageously, rather than merely forwarding network
admin traffic to managed entities, the encoded messages are
decrypted and the encoding “expanded” (i.e., the mapping is
reversed) by the proxy into any suitable combination of stan-
dard WMI, ADSI, or WIN32 commands that are delivered
directly to the OS of the appropriate managed entity, thereby
eliminating a significant portion of the processing burden
from each of the WID and the subject managed entity. Fur-
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ther, since the WID is not merely redirected so as to connect
to a managed entity, it is not necessary to transfer the LAN
identifiers (e.g., user ID and user Password) in the subject
SSHmessage along with acommand sequence. Further, with-
out the complexity of and restrictions imposed by SSH, a full
suite of OS level calls are available conveniently, thereby
increasing the variety of operations that may be remotely
executed on each managed entity by even less skilled users.

Messaging Protocol

A Wireless Input Device (“WID”) client must exchange
information with a server (“proxy”) in order for commands
from the user of the WID to reach the devices (“managed
entities”) being administered. The more information captured
in each data packet exchanged, the fewer the packets the WID
must prepare, send, receive, and process. Advantageously, to
reduce the number of packets being transferred between the
WID and the proxy, the method aspect of the present inven-
tion uses a form of “shorthand notation” (basically overlaying
acode on select commands that are organized in various sizes
of groups of commands) according to which each message is
encoded by applying a symbolic representation of one or
more commands recognizable by the subject managed entity
(e.g., forcommon computing devices this would include stan-
dard operating system commands). By so “encoding” the
WID’s transmission of common network commands (e.g.,
R9000=Get Key, R9001=Logon user) the resulting abstrac-
tion permits the proxy to complete a significant amount of
processing based on information that the WID is advanta-
geously not required to store. For example, although the
system of the present invention applies the well-known
WIN32, ADSI and WMI programming interfaces (when
administering LANS based on Microsoft Windows), none of
those network dependent collections of data are required to be
resident on or handled by the WID.

Unlike simple macros or batch files, the “shorthand” of the
present invention contains less than a full set of the informa-
tion required to execute a particular operation (session trans-
action) that requires a number of individual (WMI, ADSI,
WIN32) commands and parameters, which number depends
on the particular operation. Only a code identifying each
requested operation together with the parameters that must be
supplied for that operation—are transmitted (after being pro-
tected according to the security model described below), and
all processing that need not be done on the WID is done
behind the firewall by the much more powerful proxy server.
The proxy “expands” the shorthand by processing or inter-
preting the code into a sequenced list of individual commands
together with the parameters necessarily supplied by the
WID. Upon expansion, the proxy can determine what further
parameters (e.g., LAN Administrator ID and Password) it
requires and obtain them, as well as take any precautionary
(e.g., delay execution, or backup) steps that are appropriate
based on the nature of the operation that it is about to instruct
amanaged entity to execute over the LAN. Upon the managed
entity completing the requested operation, the proxy may
automatically execute a further series of network admin
operations to locally confirm the status of the managed
entity—all without requiring further intervention necessitat-
ing data exchange with the WID, instead reporting to the WID
only the essential information remotely confirming status or
requesting further input.

Advantageously, if intercepted, the codes and parameters
are meaningless to anyone except the intended recipient and
when received by the intended recipient provide both effi-
ciency and additional security, because the proxy identifies
and expands the code into the associated block of interface
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commands and (parsed) parameters that it alone can submit
directly to its managed entities.

According to one aspect of the invention, there is provided
amethod of encoding commands for the purpose of preparing
an administrative message for transmission between a wire-
less input device and a managed entity, comprising the steps:
map at least one command to an identifier comprising a first
symbol, map at least one parameter to each said first symbol,
map at least one value to each said parameter, create a first
symbol-second symbol combination by appending a second
symbol to said first symbol for the purpose of defining
whether the transmission of said first symbol-second symbol
combination is a request for or a confirmation of compliance,
define a sequence according to which said first symbol-sec-
ond symbol combination will be positioned within said mes-
sage relative to said value of each said parameter, and
assemble said message using said first symbol to represent at
least one command recognized by said managed entity, and
arranging said first symbol-second symbol combination
together with said value of each said parameter in accordance
with said sequence.

Security

The security method aspect of the present invention is
based on a combination of key management and prudent
storage. Secret, Site, Communications and Session Keys, are
applied together with Hashing and Tokens through an embed-
ded client software application on the WID (any suitable
computing, paging, phone, or other mobile device) that stores
minimal information in an encrypted form and authenticates
each of the user and the WID separately, advantageously
making it possible to “lock out” stolen or missing WIDs. The
novel use of a separate pass-phrase for the WID further
strengthens authentication by making it harder for crackers to
discover all of the elements that they require to attack a
system. Even if a cracker were to obtain useful elements of
access information, the subtle use of the software version
number and other details shared between the WID and its
proxy permit the system to select and switch key algorithms
and hash functions periodically forcing crackers to “start
over”.

By applying a number of different “keys” (some pre-
shared, some generated as required) in sequence the resulting
additional layers of security makes it dramatically less likely
that a cracker will intercept or otherwise acquire all of the
elements necessary to gain access to an administered network
in time to do any harm. A unique device ID and pass-phrase or
PIN (a.k.a. MAN) for each WID makes it possibleto for auser
to Logon with a measure of security already in place when the
unique user ID and password or PIN, are submitted by the
user. Further, the security that is then in place is rather than
generic socket level security, which security is less familiar to
crackers and may be changed from time to time (e.g., with
new versions of the application) each adding a further barrier
to unauthorized access. Advantageously, once device or user
identity has been confirmed further authentication is implicit
in the ability of the client to successfully engage any number
of additional keys to communicate by encrypted means.

By also using passwords and pass-phrases as “seeds” to
generate more complex “keys” for use in place of traditional
passwords and pass-phrases, while never caching or other-
wise storing passwords and pass-phrases per se, the resulting
abstraction makes it substantially less likely that these nec-
essary elements will be guessed, cracked, or otherwise dis-
covered. In some cases an algorithm (that may be changed
periodically) is supplied to each of the WID and the proxy at
the time the WID is initialized for the network to be managed,
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while in other cases a one-way Hash function is supplied to
generate a very strong hash value based on a simpler user ID
and user password, which ID and password therefore need not
be stored on or transmitted from any mobile device.

Since, when using a network administration application
wirelessly, keys will be intercepted and crackers are moti-
vated to break those keys to access the networks that the
application is used to administer—there was a need (in addi-
tion to the Secret Key) for a Site Key that was both strong and
unique to every installation of the application or even to each
WID-proxy combination at every installation. The problem
was to find a way to reliably use a strong key between the WID
and its proxy, since all strong encryption keys include char-
acters from the entire ASCII range, a majority of which are
not available on a standard keyboard. Even if keyboard input
was an option, entering a 32-byte (256-bit) key is prone to
human error, leading to significant usability issues. The solu-
tion of the present invention is to provide each WID-proxy
combination with a communications key algorithm to gener-
ate a Communications Key as needed, rather than to provide
the key itself, which, like certificates would need to be stored.
This algorithm would combine the relatively simple and mne-
monic WID ID and WID pass-phrase to generate a unique and
relatively complex 32-byte (256-bit) key that, if intercepted,
would be much more difficult for a cracker to access and use.
Since the communications key algorithm is loaded onto the
WID and its proxy, and is never legitimately transmitted, the
algorithm is at low risk of being available to crackers by
interception or otherwise. Further, since the WID pass-phrase
is never transmitted, even upon intercepting the key, a cracker
has insufficient information from which to reverse engineer
the elements required to spoof'the WID in order to gain access
to the proxy that sends commands to the managed entities.

By further using identifiers (e.g., ID and password or pass-
phrase) that are unique to the network administration service,
no LAN related access information is required by the mobile
WID. Although the method and system aspects of the present
invention are compatible with and contemplate the option of
allowing LAN access information being used rather than
identifiers unique to the service, advantageously, the isolation
permitted by the use of unique identifiers makes it less likely
that a cracker may intercept LAN information useful for
attacking the subject LAN even outside the wireless environ-
ment. Further, since WIDs are commonly lost or stolen, no
identifiers or LAN information are stored or even cached on
the WID, and the WID ID and WID pass-phrase are stored on
the WID only in a database that is maintained in an encrypted
(typically using the Secret Key) form.

By further using tokens to validate each transaction (or
operation) within a session, “replay” attacks may be pre-
vented. Once authentication and authorization are complete,
asession may commence, secured by the session key supplied
by the proxy together with a first token that must be returned
by the client to complete the next transaction (e.g., logon
user). Although an ACK response must also sent from the
WID to the proxy each time a packet is received, advanta-
geously, according to the security method of the present
invention a valid token must accompany each transaction
including commands that the user wishes to execute—and the
proxy will not deliver the commands (extracted from the
message) to any managed entity until a valid token is supplied
by the WID. Advantageously, to prevent spoofing, a transac-
tion will be denied if the token returned by the WID does not
match the token provided to the WID. If more than one valid
token (maintained in an array in the order that they are gen-
erated) has been sent by the proxy, then all of the prior tokens
will expire or be cancelled by the proxy upon its receipt of a
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more recent token. The proxy also removes all prior tokens
from the array when confirmation of receipt of a transaction is
received, which is indicated by receipt from the WID of the
ACK respecting the final packet of the subject transaction.

The novel use of the ACK “handshake” addresses the prob-
lem of dropped packets without flooding the network with
unsolicited resends. After a configurable time (e.g., 10 min-
utes) the proxy will terminate the session unless it receives an
ACK from the WID. Similarly, the WID may request a resend
of a packet that it was expecting (e.g., due to an EOB sug-
gesting that the message has been broken into blocks) but had
not yet received.

By further isolating the managed entities from the WID,
using an intermediate message processor (e.g., a proxy
server) to receive, decrypt and decode all encrypted and
encoded messages from the WID, details respecting the exist-
ence of the managed entities become less readily available—
making them more difficult to “see” as prospective subjects
for an attack.

A person of skill in the art would understand that security
is further enhanced by embedding the client software appli-
cation into the WID and providing it with data that are never
transmitted, while also imposing IP port and address restric-
tions and encrypting all necessary transmissions, further pro-
viding SSH and NTLM authentication, and a full audit trail
and logging of all activity on every proxy and every WID
making it easier to identify security problems.

According to one aspect of the invention, there is provided
a system, for securing communication between a WID and a
proxy having access to an encrypted service database for
storing information respecting said WID and information
respecting at least one user of said WID, comprising: an
identifier for said WID, stored encrypted on said WID and
stored unencrypted in said service database, a password for
said WID, stored encrypted on said WID and in said service
database, a secret key pre-shared between said WID and said
proxy, a site key for encrypting said service database and
decrypting said password for said WID stored encrypted in
said service database, a communications key algorithm using
both said identifier for said WID and said password for said
WID, for the purpose of generating a communications key, a
first message for the purpose of said WID requesting a con-
nection to said proxy, said first message comprising two parts,
one part including said identifier for said WID encrypted with
said secret key, and a second part including an encoded com-
mand and parameters for said command, said second part
encrypted with said communications key, a session key for
encrypting messages after a session is established, at least one
token for validating messages within a session, and a second
message for the purpose of said proxy providing to said WID
said token and said session key, said second message
encrypted with said communications key, whereupon the
receipt of said token and said session key said WID is enabled
to provide at least one further message to said proxy by
returning said token within said message to said proxy.

According to another aspect of the invention, there is pro-
vided a system further comprising: an identifier for said at
least one user of said WID, stored unencrypted in said service
database, a password for said at least one user of said WID,
stored as a hash value in said service database, a hash value
resulting from hashing said identifier for said user with said
password for said user, said hash value for substituting in
place of said password for said user, and a third message for
the purpose of securely authenticating and authoring said
user.
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Proxy Processing

The method and system aspects of the present invention
use and include a true proxy server (“proxy”) element inter-
mediate the WID and the managed entity, advantageously
thereby minimizing the processing burden on the WID and
the managed entity.

By running substantially the entire administration service
on the proxy (typically behind a firewall), rather than on any
managed entity, even when a managed entity is “off line” the
method of the present invention experiences a high probabil-
ity of being both available and useful, since the proxy can
deliver low-level commands to the operating system of the
subject managed entity forcing it to reboot or shutdown if
other commands would not be effective in restoring opera-
tion. Further, by implementing a true proxy method of pro-
viding administrative services, not only is there a single point
of entry through the firewall to the LAN, but the proxy may
pre-process every message before it reaches any managed
entity on the LAN; thereby off-loading the burden of message
processing from the WID and the managed entities to a poten-
tially more powerful machine dedicated to authentication,
interpretation, authorization, and queuing all traffic created or
requested by WIDs.

Advantageously, the system aspect of the present invention
further implements a GULI to an embedded client application
that may be used to deliver WMI, ADSI, Win32, Telnet, SSH
and other commands through a common and familiar inter-
face accessible to a wider range of users including less skilled
operators in the event that a preferred network administrator
is not available in a timely manner. The system of the present
invention is capable of (without the industry standard cryptic
SSH Command Line interface considered unfriendly to
legitimate but less-skilled operators) performing operations
that an SSH based system could perform—but does so
through an easier to use (i.e., less prone to error) interface that
also accesses operations an SSH system cannot. Even where
commands are (to reduce the keystrokes on the WID) grouped
or batched, the macros or other means for such grouping are
interpreted on the proxy rather than stored on the managed
entity.

Advantageously, as compared to SSH-based technology,
the system aspect of the present invention requires no services
(unless TELNET or SSH is desired) to be run on the managed
entities and unlike a router processes, screens and otherwise
handles all network administration traffic before it is deliv-
ered to the managed entities.

Delivery of Secure Telnet Services Behind a Firewall
Advantageously, the system aspect of the present invention
further makes it possible for Telnet Services to be delivered
securely from a wireless device and across the Internet to or
from a managed entity behind a firewall by using the proxy
technology described herein. Given that the WID is never
connected directly to the subject managed entity, advanta-
geously, among the functionality that the WID can request
that the proxy provide on its behalf, is a Telnet/SSH connec-
tion. If the Telnet/SSH service is already running on the
managed entity, since the LAN related user ID and user pass-
word are already stored on the proxy (i.e., do not have to be
transmitted) they may be supplied to the managed entity and
any Telnet/SSH commands mapped to the novel messaging
protocol described in detail above will be encoded at the WID
for decoding at the proxy and then sent to the managed entity
after being authorized in exactly the same manner as all other
commands are handled according to the method and system
of the present invention. In a particular installation only a
subset of Telnet/SSH commands may be mapped to the mes-
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saging protocol of the present invention, or the proxy may be
used during authorization to restrict access to particular Tel-
net/SSH commands to particular users respecting particular
managed entities.

Advantageously, the apparatus aspect of the present inven-
tion in the soft agents for use on each of the wireless input
device and proxy server ends of the communication process
are provided to the user through a menu driven GUI novel to
wireless network administration, as well as self-installing and
easily configured. Moreover a single installation of the ser-
vice of the present invention permits management of all con-
nected managed entities, even across multiple domains.
Importantly, no software agents need to be installed on any of
the managed entities. The method and system of the present
invention permit a full but configurable range of functionality,
including: view, move, cut, copy and paste files; view and edit
text files (e.g., Boot.ini, batch files, html, etc); e-mail (“send
t0”) files from a managed entity; monitor the services and
processes on any managed entity; stop, start, restart or pause
services and kill bad processes; logoff, shutdown, or force-
reboot any managed entity; generate and run custom scripts
and batch files; control power to any external device including
servers, switches, hubs, modems; and execute any command
line instruction securely allowing control of any network
device that supports SSH or Telnet, including: UNIX™,
Linux, routers, hubs, print servers.

According to one aspect of the invention, there is provided
a method, for a user to wirelessly administer at least one
managed entity, comprising the steps: transmit an encoded
message, including commands for said managed entity, from
a wireless device, receive and decode said message on a
message processor trusted by said managed entity, authenti-
cate said device and authorize said commands on said mes-
sage processor, and send authorized commands from said
message processor to at least one managed entity. Further
wherein said managed entity comprises a server connected to
a LAN and said wireless device comprises a portable digital
computing device having access to the Internet through a
radio network. Further wherein said transmission of said mes-
sage is via wireless or internet means or a suitable combina-
tion thereof. Further wherein said commands are adapted for
execution by the operating system of said managed entity.
Further wherein said message is encoded by applying a sym-
bolic representation of groups of commands or an encryption
of'said representation (or both) for the purpose of making said
message smaller in size or more difficult to access. Further
wherein said decoding comprises: decrypting, interpreting,
and expanding said message to a list of said commands suit-
able for transmission from said server to said managed entity.
Further wherein said authentication and authorization are
completed by said server acting as a proxy for at least one said
managed entity. Further wherein said authentication com-
prises confirming that said device is a device registered on
said server or said user is a user registered on said server.
Further wherein said authentication comprises confirming
that said device is a device registered on said server and said
user is a user registered on said server. Further wherein said
authorization comprises confirming that said user is permit-
ted to require said managed entity to execute said commands.
Further wherein said transmission of said authenticated and
authorized commands from said server to said managed
entity is completed without any connection between said
device and said managed entity.

According to a further aspect of the invention, there is
provided a system, for a user to wirelessly administer at least
one managed entity, comprising: means for creating and
transmitting an encoded message, including commands for
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said managed entity, from a wireless device to the internet,
means for receiving said message, a message processor,
trusted by said managed entity, on which to receive and
decode said message, means for authenticating said device
and authorizing said commands on said message processor,
and means for sending authorized commands from said mes-
sage processor to at least one managed entity. Further wherein
said means for creating and transmitting an encoded message
from a wireless device, comprises a first soft agent operating
on a radio network enabled transmitting device, including a
cell phone or a pager, further having means of access to the
internet. Further wherein said means for receiving said mes-
sage comprises a connection to the internet adapted for use by
said message processor. Further wherein said message pro-
cessor comprises any server, not having Port 80 open, but
adapted for connection to the internet as well as to the net-
work on which said managed entity operates, and for which
suitable access rights have been granted. Further wherein said
means for authenticating said device and authorizing said
commands on said message processor comprises a second
soft agent operating on said message processor. Further
wherein said means for sending authorized commands from
said message processor to at least one managed entity com-
prises a connection to said LAN.

The accompanying drawings, which are incorporated in
and constitute a part of this specification, illustrate preferred
embodiments of the method, system, and apparatus according
to the invention and, together with the description, serve to
explain the principles of the invention.

BRIEF DESCRIPTION OF THE DRAWINGS

The present invention, in order to be easily understood and
practiced, is set out in the following non-limiting examples
shown in the accompanying drawings, in which:

FIG. 1 is an illustration of prior art based on a web-server.

FIG. 2 is an illustration of prior art based on a router or
gateway.

FIG. 3 is an illustration of one embodiment of the system of
the present invention.

FIG. 4a is an illustration of one embodiment of the method
of the present invention.

FIG. 45 is an illustration of an alternate embodiment of the
method of the present invention.

FIG. 5 is an illustration of an alternate embodiment of the
system of the present invention.

FIG. 6 is an illustration in logical and temporal form of an
embodiment of the security system of the present invention
for securing communication between a WID and a proxy.

FIG. 7 is an illustration of an alternate embodiment of the
security method of the present invention.

FIG. 8is anillustration of an embodiment of the protocol of
the present invention.

FIG. 9 is an illustration of an example of a portion of the
security system the present invention.

DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENT

Reference is to be had to FIGS. 3-8, in which identical
reference numbers identify similar components.

Proxy Processing

Referring to FIG. 3, there is illustrated an embodiment of
the system of the invention including novel elements 315 and
345 operating on and in cooperation with several known
elements. The system denoted generally as 300 comprises
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client 320 being any suitable wireless input device (WID)310
having loaded thereon (client application) soft agent 315 that
is configured to accept input and assemble messages accord-
ing to a particular messaging protocol and security model
(each set out in greater detail below). Agent 315 further
executes all appropriate processing necessary to transmit via
radio wave 330 through a conventional radio network an
encoded message running over TCP/IP across the Internet,
which processing depends on the particular WID hardware
and signal carriers being used. Advantageously, Agent 315
eliminates the need to use a generic micro-browser (e.g.,
Internet Explorer, or Netscape), which would create a secu-
rity risk. Further, since Agent 315 does not use WAP, no use of
WTLS, a WAP gateway, or conversion to TLS are required for
transfer over the Internet. Typically, server hardware 340 is
located “behind” suitable firewall technology in order to limit
the number of physical ports connected to the Internet. Soft
Agent 345 running on server 340 together comprise the “mes-
sage processor” being proxy 350 that receives, decrypts and
decodes messages assembled and transmitted by client 320.

According to a preferred embodiment, proxy 350 is (at
least logically) distinct from any web-server that may be
associated with the site at which the service has been
installed. Although proxy 350 may manage a web-server as
one of its managed entities 101, according to the present
invention such a web-server is always isolated from the LAN
of entities being managed by client 320 and proxy 350. A
person of skill in the art would understand that Port 80 will not
be used by hardware 340 (to access the internet) on which soft
agent 345 runs to operate as proxy 350. Hardware 340 will
require access to the internet through an unknown port that is
not “open” per se.

It is contemplated that the system of the present invention
can manage a plurality of managed entity 101, on separate
domains oronisolated LANS. Further, proxy 350 can decrypt
and decode messages from a plurality of clients 320 each of
which may transmit messages that may contain a plurality of
commands defined by a particular messaging protocol, upon
receipt of which proxy 350 can transmit authorized com-
mands from authenticated clients 320 to one or more man-
aged entity 101.

Referring to FIG. 5, proxy 350 may be installed as a stand-
alone device, or it may be included in a domain (e.g., domain
1 or domain 3), but in either configuration proxy 350 may be
used by a plurality of client 320 to manage a plurality of
managed entity 101 on any of the domains or LANs using
identifiers that are unique to the service or are used within the
subject domain or LAN.

Referring to FIG. 4a, there is illustrated an embodiment of
the method of the invention according to which an Adminis-
trator at step 400 uses a WID to input information such as an
identifier (e.g., user name) and a command (e.g., logon). A
person of skill in the art would understand that after the logon
is complete and a session established, tokens may be used to
eliminate the need for Identifiers. At step 410 the WID,
according to pre-defined algorithms (whether generic or pro-
prietary), assembles the input and encodes the resulting mes-
sage for security and transmission. According to a preferred
embodiment of the present invention, the encoding will avoid
the use of any generic rules or protocols by applying both a
message protocol and a security model that together decrease
the number of bits that the WID must handle and transmit, at
the same time as decreasing the risk that a cracker will be able
to discover anything of value from an intercepted message. At
the Network, Data Link and Physical layers, the appropriate
further processing necessary to transmit the encoded message
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using TCP/IP through a conventional radio network and
across the Internet will depend on the particular WID hard-
ware and carriers being used.

At step 420 upon reaching the service destination, a true
proxy server (any suitable “message processor” that is not
also configured to operate as a web-server) receives the mes-
sage for processing before any commands are delivered to the
managed entities. Processing involves decoding the message
with the appropriate keys (as set out below), which depend on
whether the subject session is being opened or is already in
progress. For example, if the command input at step 400 is
“Logon”, then the proxy will use a first key (also known as a
secret key) to decrypt the message header containing an Iden-
tifier (e.g., the WID ID), which information may be used to
select a second key (also known as a communications key) to
decrypt the rest of the message (i.e., the portion after the
header) from which the code for the logon command may be
recovered. If the logon command is present, then at step 425
the proxy will proceed to authenticate 430, however, if the
command is not Logon, then according to a preferred embodi-
ment at step 425 the proxy may proceed to authorize 440 the
command as set out below, since, unless the WID or the user
(or both) has previously been authenticated, no token will
have been provided for the proxy to validate the requested
command such that authorization 440 will fail.

While authentication 430 may be carried out for any or
every message, according to a preferred embodiment the
WID is authenticated implicitly by the proxy using the correct
communications key based on the WID ID it was able to
decrypt using the secret key. In other words if the WID is the
device that the ID indicates it is, then it will be able to decrypt
the next message that it receives from the proxy, which next
message will be encrypted using the communications key that
matches the WID ID, and which next message includes a
session key generated by the proxy for use completing all
transactions in the session just created.

In the same authentication 430 step or in a separate step
(and message code) user information may also be provided
for the purpose of the authorization 440 of the commands
submitted at input 400. In the present example, once authen-
tication 430 is completed, user identifiers may be referenced
to determine whether or not the user is permitted to execute
the subject command. Typically, any valid user would be
permitted to complete a logon command to establish a con-
nection for the WID permitting a session to commence, upon
which a logon user command may be completed under the
protection of a third key (also known as a session key) and
maintaining transaction validity by passing tokens (as set out
below) between the proxy and the WID. At authorization 440
the proxy compares the command submitted with a listing of
permissions associated with the user authenticated or other-
wise identified. If the user is authorized to execute the subject
command(s), then the proxy may transmit 450 the
command(s) to the managed entities for immediate execution
(or with user identifiers for further authorization) since,
according to a preferred embodiment, the proxy is trusted by
the managed entity. If the user is not authorized, then any
appropriate alternate action may be taken by the proxy (e.g.,
terminate, provide error message, request resend, et cetera)
without interfering with the operation of the managed entity
or adding any burden to the LAN.

Messaging Protocol

The convenience and flexible sharing of data that results
from using standard or generic protocols comes at the
expense of security, which trade-off is not acceptable in some
applications such as network administration. Consequently, it
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is advantageous to apply a set of communication rules or a
protocol not generally available to the public by encoding a
message using a symbolic representation of commands or
groups of commands—“mapping” those commands to a set
of symbols that are shared (with the resulting “maps™)
between the communicating parties. The symbols may be any
character or group of characters the number and complexity
of which will be determined in part by the number of com-
mands to be encoded by the subject protocol. In addition to
applying a layer of security beyond any encryption also
applied, such a protocol may like “shorthand” notation result
in the ability to convey a greater quantity of information with
fewer characters.

Referring to FIG. 8, there is illustrated an embodiment of
the protocol of the present invention comprising: a 4-digit
numeric code 255, mapped to and representing at least one
command 256 (for an OS), together with an alphabetic char-
acter R 265 (for Requests) or A 266 (for Answers), each
numeric code 255 having an associated set of parameters 275
(for Requests) and 276 (for Answers) the number and nature
of' which parameters depends on the particular operating sys-
tem command(s) 256 to which the numeric code 255 has been
mapped. And, each said parameter 275 or 276 having at least
one associated value 285 or 286 (a default value or a set of
possible values) the type and quantum of which values
depends on the particular network and managed entity (not
shown) for which the message (not shown) including the
number-character combination 295 or 296 has been created.
It is understood that in applying the protocol only the values
of the parameters are ever transmitted with the codes, since
the soft agents have the means (e.g., via the sequence and
delimiting characters) to determine which parameters each
value applies to.

Once the mapping of required operating system commands
(256 in the example) to, numeric codes (255 in the example)
has been completed, a message may be assembled by select-
ing an appropriate character (265 R being for a, Requestin the
example) to append and then including the code resulting
from that number-character combination (295 in the
example) in any suitable position within the message corre-
sponding to a pre-defined sequence expected by the intended
recipient. Similarly, once the pre-defined sequence has been
shared between the communicating entities, in a preferred
embodiment a proxy server is used to receive the message for
decoding and screening prior to sending to the managed
entity only those elements of the message that are required, in
any format or sequence preferred by the managed entity,
which sequence a person of skill in the art would understand
may be entirely different than that adopted for the original
coding and transmission from an input device to the proxy.
According to an alternate embodiment, although the
sequence must be defined, delimiting characters may be
included in the message to facilitate reliable interpretation
when the message is (typically by parsing out) broken down
by any suitable message processor whether loaded on a true
proxy device or not.

According to one embodiment of the protocol of the
present invention adapted for Microsoft Windows, the oper-
ating system commands 256 comprise a subset of standard
ADSI commands that are commonly required for network
administrative functions, to manage a variety of computing
devices (i.e., managed entities). However, since managed
entities running different versions of Microsoft Windows®
also require control that is not (well or at all) implemented
(i.e., no library scripts available that work) in the ADSI pro-
gramming interface, a subset of the WMI and the low-level
WIN32 interface commands are also mapped to numeric
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codes (255 in the example) used to communicate with the
operating system of the subject managed entity.

According to another embodiment of the protocol of the
present invention, the standard ACK reply available for
receipt of packets is used in a novel manner in wireless
communication as a “handshake” that addresses the problem
of “dropped packets” without flooding the network with
unsolicited resends. For example, if a user requests informa-
tion from a managed entity just before losing wireless cover-
age, the proxy may only have time to send one packet of the
message to the WID. Until the proxy receives an ACK
response from the WID confirming receipt of that first packet,
no further packets will be sent to that WID, but if wireless
coverage is restored within a configurable time period, then
the WID can request a resend of the dropped packet. After a
configurable time (e.g., ten minutes) the proxy may proceed
to terminate the session if an ACK has not been received from
the WID. Advantageously, in addition to avoiding network
overload, by not repeatedly resending dropped packets, there
are fewer opportunities for such packets to be intercepted.
Similarly, if the user requests a large amount of data from a
managed entity, then the proxy will break or “chunk” the data
into smaller blocks each of which is terminated with EOB
(End Of Block) informing the WID to expect more informa-
tion after the proxy receives an ACK respecting the block just
delivered. If after sending that ACK to the proxy, the WID
does not receive more information, then the WID can request
the next block, which from the proxy’s perspective may be a
resend. To indicate to the WID that a transaction is complete
the proxy terminates the packet comprising the last block with
EOT (End Of Transaction).

Referring to FIG. 9, there is illustrated an embodiment of
the protocol of the present invention represented in use in the
practical example of a WID requesting a connection to a

proxy.

Security

Referring to FIG. 6, there is illustrated in logical and tem-
poral form an embodiment of the security system of the
present invention for securing communication between a
WID and a proxy having access to an encrypted service
database for storing information respecting said WID and
information respecting at least one user of said WID, wherein,
by way of example, a series of messages (one or more packets
each) denoted generally as 600 is shown.

A first message being Request 610 from a WID (not shown)
to a proxy (not shown) has within one portion of said packet
an identifier WID ID 601 encrypted using a secret key 603,
and within a second portion of said packet delimited by any
suitable means an initializing command 602 encrypted using
a communications key 604. The identifier WID ID 601 may
be any suitable symbol unique to that device, for example the
serial number of a chip inside the device, or a unique name
provided to that device by the Administrator of the subject
service. Similarly, while the command 602 may in theory be
any command, practically speaking one of a subset of initial-
izing commands is required to establish a connection between
the WID and the proxy—in the present example the command
“Get Key” is a request for a session key.

Once Request 610 has been received and processed by the
proxy, WID Authentication 605 is complete since the proxy
uses secret key 603 to decrypt WID ID 601, which the proxy
then uses to lookup the WID password from the encrypted
service database on the proxy (since the WID password or
pass-phrase is never transmitted) for the purpose of running
the communications key algorithm in order to generate the
communications key to decrypt the second portion of the
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packet containing command 602 encrypted with communi-
cations key 604. Since the WID ID 601 and the WID pass-
word (not shown) are the seeds on which the communications
key algorithm runs, unless the WID password originally reg-
istered in the encrypted service database on the proxy is the
same as the password used by the WID to generate the com-
munications key used to encrypt command 602 the proxy will
not be able to decrypt command 602 and Request 610 will be
denied such that the session may terminate. In the present
embodiment WID Authentication 605 is advantageously
implicit in the ability to decrypt command 602 such that no
further express authentication step or process is required.

Since none of: the WID password, the communications key
algorithm, nor the communications key itself are ever trans-
mitted they cannot be intercepted, such that even if the secret
key were compromised and the WID ID discovered from an
intercepted packet, there would be insufficient elements
available to a cracker to reveal the contents of the second
portion of Request 610.

It is contemplated that packet size may be reduced suffi-
ciently or transaction content increased sufficiently that
request 610 may comprise more than one packet, each inter-
mediate packet having an EOB (End of Block) termination
that would alert the proxy to expect further packets until the
final packet is received having an EOT (End of Transmission
or Transaction) after which the message may be assembled
for decryption and decoding.

A second message being Answer 620 from the proxy is
encrypted with communications key 604 (that the proxy gen-
erated in order to reveal command 602) enclosing Token A
621 together with (one time) session key 622 for the purpose
of enabling the now authenticated WID to complete addi-
tional transactions that are permitted at this stage. Once the
WID has received and decrypted Answer 620 using commu-
nications key 604, it will have the use of Token A 621 and
session key 622 such that a session open 625 status is reached
permitting all further transactions to be encrypted using the
unique session key 622 generated by the proxy for this WID
and this session.

A user may then create a third message Request 630 that
returns Token A 621 with a command 631 suitable to the
permissions the WID has been granted as a result of WID
Authentication 605. Practically, and for the purposes of this
example, command 631 is a Logon user command that is
accompanied by at least the user ID and Hash Value 635 as
parameters. User ID and Hash Value 635 are used by the
proxy to Authenticate user 636. Although according to a
preferred embodiment, when the user enters his or her user ID
and user password on the WID a Hash Value 635 results from
one-way hashing the user ID with the user password to create
a strong substitute for the typically mnemonic password, it is
contemplated that weaker forms of user authentication may
be deployed within this system successfully. Hash Value 635
is created at the time the WID is initialized in the system, upon
which Hash Value 635 is stored in the encrypted service
database on the proxy in place of the user password that is
never stored and for security reasons is intentionally not
recoverable from the one-way hash function. Request 630 is
encrypted with Session Key 622 prior to transmission from
the WID.

A fourth message being Answer 640 from the proxy is
encrypted with Session Key 622 prior to transmission from
the proxy that first confirms that the subject user is authorized
to access the proxy but having allowed the user to Logon,
must await the next command before it can authorize that user
to complete a transaction respecting a particular command at
646 for which purpose Answer 640 has included Token B 641.
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A user may then create a fifth message Request 650 return-
ing Token B 641 with a command 0.651 and required Values
652 for the parameters appropriate to the particular command
651. At this point the user may submit any command 651 that
the proxy will be able to determine from its user permissions
listing that the particular user is authorized to execute in
relation to each managed entity (not shown) that the subject
user is authorized to access.

According to a preferred embodiment, advantageously, the
proxy maintains all of the LAN-related user ID and user
password information as well as a complete listing of all of
the permission settings granting or denying each user the right
to access each managed entity on each domain administrated
using the proxy, as well as the permission settings granting or
denying each user the right execute each implemented com-
mand 651 on each managed entity.

Upon successtully transmitting message Request 650 the
above-suggested sequence of Answer and Request continues
with each session transaction being completed using one or
more packets the number of which packets depends on the
particular command code and parameters being submitted
with the Request by the WID, or the amount of data being
returned with the Answer by the proxy. As set out elsewhere
herein, such data “chunking” is implemented for efficiency
reasons to complete wireless exchanges and together with the
novel requirement for an ACK reply to each packet (primarily
to avoid flooding) containing a chunk also has the security
advantage of reducing both the likelihood and amount of data
intercepted.

Referring to FIG. 7, there is illustrated an embodiment of
the method of the present invention for securing communica-
tion between a WID (not shown) and a proxy (not shown)
having access to an encrypted service database (not shown)
for storing information respecting a plurality of WIDs as well
as information respecting a plurality of authorized users.
According to a preferred embodiment, for security reasons,
user Input 400 is required to cause the WID to initiate a
connection to the proxy. A WID ID 601 or other suitable
identifier for said WID, stored encrypted on the WID and
stored unencrypted in the service database, is required to
create two-part message 410. WID ID 601 is decrypted using
secret key 603 that has been pre-shared between the WID and
the proxy. A password or pass-phrase (not shown) for the
WID that is stored encrypted on the WID as well as in the
service database is not expressly required to create message
410, but said WID password is used with a communications
key algorithm and WID ID 601 for the purpose of generating
communications key 604 that is used to encrypt one part
(commonly referred to as the message payload) of message
410.

Inthe present example two-part message 410 is transmitted
for the purpose of said WID requesting a connection to said
proxy. One part (commonly referred to as the message
header) includes the identifier for the WID encrypted with
secret key 603. The second part (commonly referred to as the
message payload) includes an encoded command and param-
eters for that command. The second part is encrypted with
communications key 604. According to one embodiment, the
header may be delivered preceding the payload. However by
using symbols to delimit the header the message packets may
be arranged and delivered in any sequence since the proxy
will be able to distinguish the two parts thereby for interpre-
tation. At step 421 the proxy decrypts the header to obtain the
WID ID, which it uses to select the WID pass-phrase stored in
the service database, which pass-phrase it uses to generate
communications key 604 on the proxy, for use in step 422
decrypting and decoding the payload to determine that the
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WID has sent the R9000 Get Key command that has previ-
ously been mapped to a series of instructions intended to
result in the WID establishing a connection with the proxy for
the purpose of conduction a session of transactions to execute
commands not yet specified. A person of skill in the art will
recognize that any suitable means for storing and using the
“map” of commands permitting the proxy to “expand” from
the encoded R9000 to the LAN or managed entity related
commands or instruction sets may be adapted for use with the
method of the present invention.

By transmission step 423 the WID authentication (implicit
in reading the payload) is complete and the proxy has (by any
suitable means) generated session key 622 for encrypting all
transactions during the session about to be established. Fur-
ther, Token A 621 is generated (by any suitable means) and
will be included with session key 622 in Answer 620
encrypted using communications key 604 for transmission to
the WID. At step 625 the WID uses its copy of communica-
tions key 604 to decrypt the message and obtain session key
622 for use throughout the rest of the session now established,
as well as obtaining Token A 621 foruse in validating the next
message that it transmits to the proxy for a first session trans-
action. As set out earlier in FIG. 6 the next message transmit-
ted by the WID is typically a Logon user command using
Hash Value 635 together with Token A 621, which sequence
is executed on the proxy in the present example at step 639
validating Token A 621 (to confirm that the command is not
being replayed) as well as authenticating and authorizing the
user for access to the proxy from which that user will be
permitted to instruct the proxy to have particular (listed)
managed entities execute particular (listed) commands
respecting which that user has network privileges. At step 649
the proxy provides Token B 641 to the WID, obtained at step
705, for the purpose of validating the next message through
which the user of the WID at step 710 provides additional
input through the graphical user interface (“GUI”) of soft
agent 315 selecting at least one command relating to at least
one managed entity on at least one domain, which command
or commands are then processed at step 720 by soft agent 315
to create a Request message, in a preferred embodiment
encoded in accordance with the novel messaging protocol set
out in greater detail above. Regardless of how simple or
complex the contents of said message transmitted, at step 730
the proxy uses session key 622 to decrypt the message, as well
as using Token B 641 to validate the message 740 and avoid
replay, as well as using its “maps” to decode the command
and parameters provided into one or more “LLAN commands”
to one or more managed entities on one or more domains—
upon which the proxy can at step 745 authorize each com-
mand to the instructing user, and if the particular user is
authorized to execute the subject command on the subject
managed entity, then the proxy will send the command across
the LAN or other network to the managed entity for execu-
tion. A person of skill in the art would understand that the
failure to authorize may result in a number of alternate
responses, examples of which include querying the user to
retry or ending the session by terminating the connection.
Typically, the nature of the unauthorized command and the
security sensitivity of the subject managed entity would be
factors taken into account in determining which alternate
responses are applicable. Further, it is contemplated that the
proxy will have the ability to create and maintain logs track-
ing which user submitted which commands for which man-
aged entities enabling system administrators to detect pat-
terns of misconduct or system malfunctions.

Secret Key 603 is fixed by compilation into the embedded
client software being soft agent 315 installed on the WID and
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the service software soft agent 345 installed to form the proxy,
this Secret Key is never transmitted and is known only to the
WIDs and the proxy (of a particular version of the service
software), in order that the device ID of each WID need never
be transmitted “in the open”. The device pass-phrase is never
transmitted at all, but is used to generate communications key
604.

The WID ID and WID pass-phrase together with sensitive
information such as LAN Administrator ID’s and Passwords
are stored on the proxy in a database encrypted with a Site
Key, that is unique to each site at which a service based on the
system of the present invention is set up, and which Site Key
is created at the time of the installation of the subject service.
Advantageously, this ensures that even if database files are
inadvertently or improperly transferred, they are of no use to
the recipient.

According to one embodiment, the service database (i.e.,
the database used by the soft agent 345 running as a service on
hardware 340 that together comprise proxy 350) may be
encrypted using any suitable encryption technology available
in the database application being used. Herein, “stored
encrypted in the service database” means encrypted with the
Site Key (not shown) and then stored in the encrypted service
database, whereas “encrypted on the device” means
encrypted with the Secret Key 603. According to a preferred
embodiment, the WID ID is stored encrypted on the device,
and stored unencrypted in the encrypted service database; the
WID Pass-phrase is stored encrypted on the device, and
stored encrypted in the encrypted service database; the user
1D is not stored on the device, but it is stored unencrypted in
the encrypted service database; the user password or pass-
phrase is not stored on the device, but it is stored indirectly in
the form of a hash value in the encrypted service database; the
Administrator ID for each managed entity is stored encrypted
in the encrypted service database, and the password or pass-
phrase for each managed entity is stored encrypted in the
encrypted service database.

At the time each new user is entered into the system, he or
she must supply a password (typically something with mne-
monic value) that is never stored or transmitted. Instead, a
hashing function that depends on (and can be changed with)
the version and build of the service software runs to create a
hash value (hashing the user ID with the user password) that
is (more abstract than and is) used (to strengthen authentica-
tion) in place of the conventional user password, the problem
with which is that they are relatively easily guessed, cracked,
or otherwise discovered. Advantageously, the typically mne-
monically selected conventional user password is therefore
neither interceptable during transmission nor recoverable
from the small, encrypted database maintained on a stolen
WID—yet it remains useful in creating a more complex hash
value that provides substantially the same additional measure
of user authentication as matching the simpler password
would have. According to a preferred embodiment of the
security model of the present invention, common Identifiers
and Passwords are used as “seeds” to create replacement
security elements that are more difficult to guess, “crack”, or
otherwise obtain from the interception of encrypted transmis-
sions. For example, according to one embodiment of the
present invention a password for each user is stored as a hash
value in the subject service database. The hash value results
from hashing the identifier for the subject user with the pass-
word for that user. The hash value is then substituted in place
of'the password for said user, such that the password is never
stored or transmitted per se.

Further, according to a preferred embodiment five pieces of
information are used by each WID: device ID (of the WID),
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device pass-phrase or password (of the WID), user 1D, user
password, and the IP address of the proxy server (not of the
managed entity). The device ID and the device pass-phrase
are entered on the proxy and on the WID manually when the
WID is first enabled on the system of the present invention.
The device ID is never transmitted in unencrypted form, and
the device pass-phrase is never expressly transmitted at all.
On the front end of the first message from a WID initiating
communication with a proxy, there is an unencrypted header
that specifies the encryption type and the version of the WID
software embedded client being used—together with the
encrypted device ID of the transmitting WID.

According to a preferred embodiment of the security
model of the present invention, an integrity element (com-
monly referred to as Salt) is added to the message payload to
enhance detection of tampering with the content of the pay-
load. This integrity checking means is similar, but superior to
the common Checksum means of detection, since Salt is not
based on a known relationship to the size of the message.
When using a Checksum, the integrity of what is received
may be spoofed by the repacking of a message including a
recalculation and substitution of the Checksum after altering
the message.

In the Mobitex-based pager environment for example, to
initiate a managed entity control session from a WID, a packet
is transmitted to a gateway that strips off the Mobitex header
and decrypts the message to obtain the location (IP address)
of the proxy with which gateway typically sets up a session
through a firewall protecting the proxy and the LAN behind it.

A detailed example based on the R9000 Get Key and
R9001 Logon user commands is set out for the purposes of
illustrating the application of the security method of the
present invention. As a first step device authentication com-
mences with a first message from the WID to the proxy.

Assume that the WID Generates and Transmits:

<H>2.7"3"1@#$% &* " (*$&@</H>*"%$#@!)%$(%1+
1H#$% &*( ) %$*$#%%H#H$% % #H#%HEOT

, which breaks down as follows:

Header <H>2.7"3"1@#8% &* (*$&@</H>

client 2.7

version

encryption 3

type

WID ID 1@#$% &* " (*$&(@ encrypted with Secret Key 603
Message HOLSHN%S (% 1 + 1H8% " &* ( )%6$* SH%YHS %Yot YHEOT
Payload

In this example the service could decrypt:
1@#3% &* (*$&@
to be

“kevinsRimDevice” (a.k.a. the Mobile ID), which soft agent
345 running as a “service” on a proxy server (collectively the
proxy) would use to authenticate the WID and the individual
using it (i.e., the user).
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The access the Message Payload, the WID generates com-
munications key 604 by applying its own ID and pass-phrase
to the communication key algorithm. In this example,

FOLSH1%S(% 1+1HS% & ( )% S SHY% %ot SYeeit %

decrypts to the following:

R Request
9000 Get Key
0 Token
Dec. 06, 2002 Date
14:50:23 Time
2.7 Software Version
105 Software Revision Number
1 WID Type
58745875 Integrity Checking Element (ICE)

In this example, ICE is a number that matches a predeter-
mined pattern (e.g., a random number appended to itself+1,
here the random number is 5874 making the salt value
58745875). The proxy uses this relationship to verify the
integrity of the message, because a cracker tampering with
the message before resending it may not discover such a
relationship.

The proxy could then provide its response, encrypted with
the Communications Key, in which response it would supply
confirmation of what it intends to do for the WID, together
with a Token and a Session Key, which response may for
example be:

1$#@!%&*(&)*)SDGA#QY%#! % % *$"(*% HWG@$%
TVR#% EOT

which the WID would (use the Communications Key t0)
decrypt to:

A Answer
9000 Get Key
9175F1764A54Ec3B Token
2.7 Software
Version

1%EP*)$*&!$! @%&*a((&b@%!-$$@SDHWS$@!$!@$ Session Key

According to a preferred embodiment, after each proxy to
WID transmission, the WID must reply (typically with an
ACKEOT) in order to continue the Session. To ensure that
packets arrive in the proper sequence as well as to reduce the
risk created when communications have been intercepted,
only one packet is released ata time and a confirmation of that
transmission is required. If for any reason a properly
encrypted ACKEOT is not returned to the proxy by the WID,
then there will be no further communication such that the
Session terminates prematurely.

Having received the Session Key, the WID may open a
Session during which it would attempt to logon a user by
sending a message encrypted with the Session Key at the
same time as returning the valid (or “live”) Token provided by
the proxy for the purpose of executing the requested logon
operation. The encrypted message could, for example, be:
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FalITH(*& " %#jaAFei8jh031-84! @#$%"
&+ () &%S@@" @H$% EOT

, which the proxy would decrypt to:

R Request
9001 Logon user
9175F1764A54Ec3B Token (prevents Replay)
KEVINSRIMDEVICE WID ID 10
Dec. 06, 2002 Date
14:51:0 Time
kevin user ID (enables Authorization)
1056789039281 Hashed Value of User ID and Password

The proxy can use the information in the above message to
validate the message as well as to both authenticate and
authorize the user. If the token is valid (i.e., has neither been
cancelled nor expired), then the L.ogon user message is valid
since the associated operation has not been completed
(whether by the genuine user or by an impostor resending an
intercepted message) because once the associated operation
is completed, the token is cancelled (deleted or removed) by
the proxy. Upon completing the Logon sequence, the user
may securely carry out any number of authorized actions/
operations. In summary, to validate each session message the
proxy relies on all of: a valid token, a valid user 1D, a correct
hash value, and confirming that the requesting user is not
currently locked out of the system (e.g., Employee termi-
nated). Once the message and user are validated the proxy
returns the following message encrypted with the session key
and including a new token:

&b(*&% $#1@!.about TARQERafa#$3453466S@$
@!% &&EOT

, which the WID would decrypt to:
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A Answer 40
9001 Logon User
ABASC7990E2213D  New Token
2.7 Software Version
F Authentication Mode Licensed To: ABC

Communications Ltd. License Message

Once the WID and user combination open a session with a
proxy it is necessary to confirm what commands the user is
permitted to execute on which managed entities. According to
an embodiment preferred from a security perspective mul-
tiple logons are not permitted for any user, particularly from
one WID. However, according to an alternate embodiment for
convenience the invention contemplates multiple logons for a
single user using more than one valid WID to expedite the
administration of multiple managed entities through a single
Proxy.

Continuing the present example, once a particular user is
logged on a request is typically made from the WID to iden-
tify which managed entities that user is permitted to access
and which commands that user may execute respecting each
accessible managed entity.

For example, the following message, encrypted with the
session key and containing the last valid token, may be sent by
the WID to the proxy:

HEH%NE &F Aqtwetyu#$ &SHAqQWRTY %@ @& *

HEOT
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, which the proxy would decrypt to:

R Request

6000 Servers/Actions
AB45C7990E2213D Token
KEVINSRIMDEVICE WID ID

Dec. 06, 2002 Date

14:52:15 Time

2.7 Version Software Version

In response to which the proxy checks its records respect-
ing which managed entities that user is allowed to access and
which commands that user is allowed to execute on each
managed entity in order to advise the user what he or she may
do. Depending how much information must be supplied, the
proxy may, in one or more blocks, send to the WID a message
like:

"*(%8$)(*%%$jaciBE45234626 & (% & $H#(&(*_)*)_"
*%&% *(%$)(*%%$jaeiBE452

346268 *(Y%&SH(&(*_)*)_"*%&% *(%$)
(*%%$jaciBE45234626&*(%&SH(&(*_)*)_%8&% *(%S)
(*%

%$jaciBE45234626& *(%&SH&(*_)_"*%&% *(%$)
(*%%S$ja

eiBE45234626& *(%&$H(&(*_)*)_"*%&%EOB
, to which the WID replies:
ACKEOT

, upon receipt of which confirmation the proxy may complete
the message by sending:

HH&HY& ™ & Aqiwetyu#S&SHAqQWRTY %@ @& *##+4
&H%&* A&* Aqtwetyu# S &$

HAqQWRTY %@ @& H&H%&* &* AqtwetyuH$ &S
HAqQWRTY%@ @& Aqtwetyu#i$&SHAqWR

TY%@ @&*#i*#&#% EOT

Advantageously, according to a preferred embodiment,
such larger messages are broken into blocks (ak.a. data
chunking) and transmitted using multiple packets, which
blocks may be identified by adding an EOB tag at the end of
each block of a message. Although this is required by some
WID technology (e.g., some RIM Blackberry devices) a per-
son of skill in the art would understand that this method of
operating a wireless system may be used to transfer the bur-
den of all queuing services to the more powerful proxy
thereby increasing WID performance and reducing wireless
network overload or flooding problems.

In the foregoing example, the WID could decrypt the
authorization information to:

A Answer
6000 Servers/Actions
146745C79902213D  New Token
2.7 Software Version
Domain A Domain A
Server 1 Server 1 (e.g. managed entity 1)

TFTTFFFFFFFFFFF Actions allowed on Domain A/Server 1
Domain A Domain A
Server 2 Server 2 (e.g. managed entity 14)
TFTTFFTFFFTFFTT  Actions allowed on Domain A/Server 2
Domain B Domain B
Server X Server X (e.g. Managed Entity 36)
TTTTTTTTTTTTTIT  Actions allowed on Domain B/Server X
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The action list TTTTTTTTTT indicates that this user has
access to all available commands on the subject managed
entity, whereas an action list of TFTTFFFFFFFFFFF could,
for example, restrict the user to perform only: user, File
Explorer and Print Services related operations on the subject
managed entity.

Advantageously, according to a preferred embodiment, the
WID does not communicate directly with any managed
entity—the proxy delivers the required instructions to the
managed entity, the proxy prevents user requests, for opera-
tions that they are not allowed to perform, from ever reaching
the managed entity, thereby enhancing overall system effi-
ciency and security.

The foregoing embodiment may be operated in 2 modes:
all user information is as contemplated above unique to the
service with no LAN related identifiers ever exchanged out-
side the firewall, or with user identifiers that relate to the LAN
or to a specific managed entity delivered from outside the
firewall (but always protected by the security of a Session
Key) for further handling by the proxy, never directly from the
WID to the managed entity.

Advantageously if mobile Network Administrators enter
their LAN user ID and user password through a WID, more
detailed logs/records are created that identify which mobile
users submitted which commands to each managed entity
rather than records showing only that the proxy had submitted
commands that it had determined to have come from a user
properly authorized to submit the subject command.

Further, the method and system of the present invention is
delivered using a novel menu-driven GUI approach to net-
work administration that, much like the Microsoft Windows®
interface did for DOS, makes remotely managing a networks
more intuitive and accessible to a less skilled user.

Secure Delivery of Telnet Service Behind a Firewall

According to a further embodiment of the system of the
present invention Telnet Services may be delivered securely
from a wireless device and across the Internet to or from a
managed entity behind a firewall by using the proxy technol-
ogy described herein. Given that the WID is never connected
directly to the subject managed entity, advantageously,
among the functionality that the WID can request that the
proxy provide on its behalf, is a Telnet/SSH connection. Ifthe
Telnet/SSH service is already running on the managed entity,
since the LAN related user ID and user password are already
stored on the proxy (i.e., do not have to be transmitted) they
may be supplied to the managed entity and any Telnet/SSH
commands mapped to the novel messaging protocol
described in detail above will be encoded at the WID for
decoding at the proxy and then sent to the managed entity
after being authorized in exactly the same manner as all other
commands are handled according to the method and system
of the present invention. In a particular installation only a
subset of Telnet/SSH commands may be mapped to the mes-
saging protocol of the present invention, or the proxy may be
used during authorization to restrict access to particular Tel-
net/SSH commands to particular users respecting particular
managed entities.

A further advantage of delivering Telnet/SSH services
using the present invention is the ability to communicate with
a Microsoft Windows® server even if the Telnet/SSH service
is not running, because among the WMI commands that may
be encoded in accordance with the messaging protocol of the
present invention is the command to start the Telnet/SSH
service, which the proxy may send to a managed entity prior
to sending any Telnet/SSH command.
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Although the disclosure describes and illustrates various
embodiments of the invention, it is to be understood that the
invention is not limited to these particular embodiments.
Many variations and modifications will now occur to those
skilled in the art of wirelessly administrating networks. For
full definition of the scope of the invention, reference is to be
made to the appended claims.

The invention claimed is:

1. A method for wirelessly administering at least one man-
aged computer via a proxy server trusted by said at least one
managed computer, the method comprising:

from a wireless device, transmitting an encoded message,

said message including at least one command, wherein
said at least one command included in said message
corresponds to and is distinct from one or more operat-
ing system (OS) commands for said at least one man-
aged computer;

at the proxy server, receiving and decoding said encoded

message, authenticating said wireless device and autho-
rizing said at least one command included in said mes-
sage, and

sending said one or more OS commands from said proxy

server to said at least one managed computer.

2. The method as claimed in claim 1 wherein said at least
one managed computer comprises a server connected to a
local area network.

3. The method as in claim 2 wherein said wireless device
comprises a portable digital computing device having access
to the Internet through a radio network.

4. The method as claimed in claim 1 wherein said trans-
mission of said message is via wireless or Internet means or a
combination therof.

5. The method as claimed in claim 1 wherein said message
is encoded, by applying a symbolic representation of groups
of commands.

6. The method as claimed in claim 1 wherein said message
is encrypted, and wherein said decoding comprises:

decrypting, interpreting, and expanding said message to

obtain said one or more OS commands for transmission
from said proxy server to said managed computer.

7. The method as claimed in claim 1 wherein said authen-
tication and authorization are performed by said proxy server
acting as a proxy for said at least one said managed computer.

8. The method as claimed in claim 1 wherein said authen-
tication comprises

confirming that said device is a device registered on said

proxy server or that a user of said device is a user regis-
tered on said proxy server.

9. The method as claimed in claim 1 wherein said authen-
tication comprises

confirming that said device is a device registered on said

proxy server and that a user of said device is a user
registered on said proxy server.

10. The method as claimed in claim 1 wherein said autho-
rization comprises

confirming that a user of said device is permitted to require

said at least one managed computer to execute said one
or more OS commands.

11. The method as claimed in claim 1 wherein transmission
of'said OS commands from said proxy server to said at least
one managed computer is performed without any connection
between said device and said at least one managed computer.

12. The method as claimed in claim 1 wherein said wireless
device is further assigned a pass-phrase that is separate from
the password selected by said user.
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13. The method as claimed in claim 1 wherein said encoded
message is used for the delivery of services behind the fire-
wall.
14. A method as in claim 1 wherein said at least one
command comprises a sequence of two or more commands,
and wherein said message is encoded by mapping said
sequence of two or more commands to a symbolic represen-
tation of said sequence of two or more commands.
15. A method as in claim 14 wherein said symbolic repre-
sentation is based, at least in part, on an encryption of said
sequence of two or more commands.
16. A method as in claim 1 wherein said at least one
managed computer is an entity is selected from the group
comprising:
servers, routers, desktop computers, modems, printers,
switches, and mainframe computers.
17. A method as in claim 1 wherein at least one of said one
or more OS commands requires at least one parameter, and
wherein said encoded message further includes said at least
one parameter, and wherein said step of expanding associates
said at least one parameter with said OS commands.
18. A method as in claim 1 wherein said OS commands are
selected from: Microsoft Windows commands and UNIX
commands.
19. A System, for a user to wirelessly administer at least
one managed computer, the system comprising:
a wireless device, constructed and adapted to create and
transmit an encoded message, said message including at
least one command for said at least one managed com-
puter, wherein said at least one command corresponds to
and is distinct form one or more operating system (OS)
commands for said at least one managed computer;
a proxy message processor, trusted by said at least one
managed computer, said proxy message processor con-
structed and said proxy message processor constructed
and adapted to
receive and decode said message, to authenticate said
wireless device and to

authorize said commands, and

to send said one or more OS commands from said proxy
message processor to at least one managed computer.

20. The system as claimed in claim 19 wherein said wire-
less device is further constructed and adapted to operate on a
radio network enabled transmitting device, including a cell
phone or a pager, having access to the Internet.

21. The system as claimed in claim 19 wherein said proxy
message processor further comprises a connection to the
Internet adapted for use by said proxy message processor.

22. The system as claimed in claim 19 wherein said proxy
message processor comprises a server, not having Port 80
open, and adapted for connection to the Internet and to a
network on which said managed computer operates, and for
which suitable access rights have been granted.

23. A system as in claim 19 wherein said OS commands are
selected from: Microsoft Windows commands and UNIX
commands.
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24. A method for a wirelessly administering at least one
managed computer via a proxy server trusted by said at least
one managed computer, the method comprising:

from a wireless device, transmitting an encoded message,
said message including at least one command for said at
least one managed computer, said at least one command
corresponding to and distinct from a sequence of one or
more operating system (OS) commands for said at least
one managed computer;

at the proxy server, receiving and decoding said encoded
message, authenticating said device and authorizing
said at least one command;

expanding said at least one command into said sequence of
one or more OS commands; and then

sending said sequence of one or more OS commands from
said proxy server to said at least one managed computer.

25. A method as in claim 24 wherein at least one of said one
or more OS commands requires at least one parameter, and
wherein said encoded message further includes said at least
one parameter, and wherein said step of expanding associates
said at least one parameter with said sequence of OS com-
mands. expanding associates said at least one parameter with
said OS commands.

26. A system for wireless administration of at least one
managed computer, the system comprising:

a proxy message processor, trusted by said at least one
managed computer, wherein said at least one managed
computer is selected from the group comprising: serv-
ers, routers, desktop computers, modems, printers,
switches, and mainframe computers;

said proxy message processor constructed and adapted to:

(a) receive an encoded message originating from a wireless
device, said message corresponding to and distinct from
a sequence of one or more operating system (OS) com-
mands for said at least one managed computer;

(b) decode said message;

(c) authenticate said wireless device;

(d) authorize said one or more commands;

(e) expand said one or more commands into the sequence
of one or more OS commands;

(D) send said sequence of one or more OS commands from
said proxy message processor to said at least one man-
aged computer.

27. A system as in claim 26 wherein at least one of said one
or more OS commands requires at least one parameter, and
wherein said encoded message further includes said at least
one parameter, and wherein said proxy message processor is
further constructed and adapted to associate said at least one
parameter with said sequence of OS commands.

28. A system as in claim 26 wherein said at least one
managed computer comprises a plurality of computers.

29. A system as in claim 28 wherein said plurality of
computers are organized in at least two distinct domains.



